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webcast live on the Internet. Members of the 
public who participate using the conference 
call phone number will be able to listen to 
the meeting but will not be heard. If you 
experience any technical problems with the 
webcast or conference call, please send an 
email to helpdeskiacc@gmail.com or by 
phone at 415–652–8023. 

Individuals who participate in person or by 
using these electronic services and who need 
special assistance, such as captioning of the 
conference call or other reasonable 
accommodations, should submit a request to 
the Contact Person listed on this notice at 
least 5 days prior to the meeting. 

Security: 
In the interest of security, NIH has 

instituted stringent procedures for entrance 
onto the NIH campus. All visitor vehicles, 
including taxicabs, hotel, and airport shuttles 
will be inspected before being allowed on 
campus. Visitors will be asked to show one 
form of identification (for example, a 
government-issued photo ID, driver’s license, 
or passport) and to state the purpose of their 
visit. Also as a part of security procedures, 
attendees should be prepared to present a 
photo ID at the meeting registration desk 
during the check-in process. Pre-registration 
is recommended. Seating will be limited to 
the room capacity and seats will be on a first 
come, first served basis, with expedited 
check-in for those who are pre-registered. 

Meeting schedule subject to change. 
Information about the IACC is available on 

the Web site: http://www.iacc.hhs.gov. 
Dated: June 6, 2013. 

Carolyn Baum, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 

[FR Doc. 2013–13894 Filed 6–11–13; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Substance Abuse and Mental Health 
Services Administration 

Agency Information Collection 
Activities; Submission for OMB 
Review; Comment Request 

Periodically, the Substance Abuse and 
Mental Health Services Administration 
(SAMHSA) will publish a summary of 
information collection requests under 
OMB review, in compliance with the 
Paperwork Reduction Act (44 U.S.C. 
Chapter 35). To request a copy of these 
documents, call the SAMHSA Reports 
Clearance Officer on (240) 276–1243. 

Project: Registration for Behavioral 
Health Web site and Resources (OMB 
No. 0930–0313)—REVISION 

The Substance Abuse and Mental 
Health Services Administration 
(SAMHSA) is requesting OMB approval 
for a revision to the Behavioral Health 
Web site and Resources data collection. 
SAMHSA is authorized under section 
501(d)(16) of the Public Health Service 
Act (42 USC 290aa(d)(16)) to develop 
and distribute materials for the 
prevention, treatment, and recovery 
from substance abuse and mental health 
disorders. To improve customer service 
and lessen the burden on the public to 
locate and obtain these materials, 
SAMHSA has developed a Web site that 
includes more than 1,400 free 
publications from SAMHSA and its 
component Agencies: The Center for 
Substance Abuse Treatment, the Center 
for Substance Abuse Prevention, the 
Center for Mental Health Services, the 
Center for Behavioral Health Statistics 
and Quality, and other SAMHSA 
partners, such as the Office of National 
Drug Control Policy. These products are 
available to the public for ordering and 
download. When a member of the 
public chooses to order hard-copy 
publications, it is necessary for 
SAMHSA to collect certain customer 
information in order to fulfill the 
request. To further lessen the burden on 
the public and provide the level of 
customer service that the public has 
come to expect from product Web sites, 
SAMHSA has developed a voluntary 
registration process for its publication 
Web site that allows customers to create 
accounts. Through these accounts, 
SAMHSA customers are able to access 
their order histories and save their 
shipping addresses. This reduces the 
burden on customers of having to re- 
identify materials they ordered in the 
past and to re-enter their shipping 
information each time they place an 
order with SAMHSA. During the Web 
site registration process, SAMHSA also 
asks customers to provide optional 
demographic information that helps 
SAMHSA evaluate the use and 
distribution of its publications and 
improve services to the public. 

SAMHSA is employing a Web-based 
form for information collection to avoid 
duplication and unnecessary burden on 
customers who register both for an 

account on the product Web site and for 
email updates. The Web technology 
allows SAMHSA to integrate the email 
update subscription process into the 
Web site account registration process. 
Customers who register for an account 
on the product Web site are given the 
option of being enrolled automatically 
to receive SAMHSA email updates. Any 
optional questions answered by the 
customer during the Web site 
registration process automatically are 
mapped to the profile generated for the 
email update system, thereby reducing 
the collection of duplicate information. 

SAMHSA collects all customer 
information submitted for Web site 
registration and email update 
subscriptions electronically via a series 
of Web forms on the samhsa.gov 
domain. Customers can submit the Web 
forms at their leisure, or call SAMHSA’s 
toll-free Call Center and an information 
specialist will submit the forms on their 
behalf. The electronic collection of 
information reduces the burden on the 
respondent and streamlines the data- 
capturing process. SAMHSA places Web 
site registration information into a 
Knowledge Management database and 
places email subscription information 
into a database maintained by a third- 
party vendor that serves multiple 
Federal agencies and the White House. 
Customers can change, add, or delete 
their information from either system at 
any time. 

The respondents are behavioral health 
professionals, researchers, parents, 
caregivers, and the general public. 

SAMHSA proposes two changes to 
the information collection. The first 
change is increasing the number of 
responses based on the average annual 
number of actual responses in 2011 and 
2012. The second change is modifying 
the response options for ‘‘Organization 
Type’’ in the following ways: 
‘‘Treatment Facility’’ will be changed to 
‘‘Behavioral Health Treatment Facility’’, 
‘‘Individual/Group Practice’’ will be 
changed to ‘‘Other Health Care 
Facility’’, and adding four new 
categories including ‘‘Military/Veterans 
Organization,’’ ‘‘Criminal Justice/ 
Courts,’’ ‘‘Health Insurer,’’ and ‘‘Human 
Resources/Employee Assistance 
Program.’’ 

SAMHSA estimates the burden of this 
information collection as follows: 

TABLE 1—ESTIMATED ANNUAL REPORTING BURDEN 

Number of 
respondents 

Annual 
frequency per 

response 

Total annual 
responses 

Hours per 
response Total hours 

Web Site Registration ................................................... 38,605 1 38,605 .033 (2 min.) 1,286 
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TABLE 1—ESTIMATED ANNUAL REPORTING BURDEN—Continued 

Number of 
respondents 

Annual 
frequency per 

response 

Total annual 
responses 

Hours per 
response Total hours 

Email Update Subscription ........................................... 21,138 1 21,138 .017 (1 min.) 359 

Total ....................................................................... 59,743 .......................... 59,743 ....................... 1,645 

Written comments and 
recommendations concerning the 
proposed information collection should 
be sent by July 12, 2013 to the SAMHSA 
Desk Officer at the Office of Information 
and Regulatory Affairs, Office of 
Management and Budget (OMB). To 
ensure timely receipt of comments, and 
to avoid potential delays in OMB’s 
receipt and processing of mail sent 
through the U.S. Postal Service, 
commenters are encouraged to submit 
their comments to OMB via email to: 
OIRA_Submission@omb.eop.gov. 
Although commenters are encouraged to 
send their comments via email, 
commenters may also fax their 
comments to: 202–395–7285. 
Commenters may also mail them to: 
Office of Management and Budget, 
Office of Information and Regulatory 
Affairs, New Executive Office Building, 
Room 10102, Washington, DC 20503. 

Summer King, 
Statistician. 
[FR Doc. 2013–13947 Filed 6–11–13; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Agency Information Collection 
Activities: Department of Homeland 
Security (DHS) Cybersecurity 
Education Office (CEO) National 
Initiative for Cybersecurity Careers and 
Studies (NICCS) Cybersecurity 
Training and Education Catalog 
(Training Catalog) Collection 

AGENCY: Cybersecurity Education Office, 
DHS. 
ACTION: 60-Day Notice and request for 
comments; New Collection (Request for 
a new OMB Control No.), 1601–NEW. 

SUMMARY: The Department of Homeland 
Security, Cybersecurity Education 
Office, will submit the following 
Information Collection Request (ICR) to 
the Office of Management and Budget 
(OMB) for review and clearance in 
accordance with the Paperwork 
Reduction Act of 1995 (Pub. L. 104–13, 
44 U.S.C. Chapter 35). 
DATES: Comments are encouraged and 
will be accepted until August 12, 2013. 

This process is conducted in accordance 
with 5 CFR 1320.1 
ADDRESSES: Written comments and 
questions about this Information 
Collection Request should be forwarded 
to Cybersecurity Education Office, DHS 
Attn.: Michael Wigal, 
dhs.pra@hq.dhs.gov. 

SUPPLEMENTARY INFORMATION: Title II, 
Homeland Security Act, 6 U.S.C. 
121(d)(1) To access, receive, and 
analyze law enforcement information, 
intelligence information and other 
information from agencies of the Federal 
Government, State and local 
government agencies* * *and Private 
sector entities and to integrate such 
information in support of the mission 
responsibilities of the Department. The 
following authorities also permit DHS to 
collect information of the type 
contemplated: Federal Information 
Security Management Act of 2002 
(FISMA), 44 U.S.C. 3546; Homeland 
Security Presidential Directive (HSPD) 
7, ‘‘Critical Infrastructure Identification, 
Prioritization, and Protection’’ (2003); 
and NSPD–54/HSPD–23, ‘‘Cybersecurity 
Policy’’ (2009). 

In May 2009, the President ordered a 
Cyberspace Policy Review to develop a 
comprehensive approach to secure and 
defend America’s infrastructure. The 
review built upon the Comprehensive 
National Cybersecurity Initiative (CNCI). 
In response to increased cyber threats 
across the Nation, the National Initiative 
for Cybersecurity Education (NICE) 
expanded from a previous effort, the 
CNCI #8. NICE formed in March 2011, 
and is a nationally coordinated effort 
comprised of over 20 federal 
departments and agencies, and 
numerous partners in academia and 
industry. NICE focuses on cybersecurity 
awareness, education, training and 
professional development. NICE seeks 
to encourage and build cybersecurity 
awareness and competency across the 
Nation and to develop an agile, highly 
skilled cybersecurity workforce. 

The NICCS Portal is a national online 
resource for cybersecurity awareness, 
education, talent management, and 
professional development and training. 
NICCS Portal is an implementation tool 
for NICE. Its mission is to provide 

comprehensive cybersecurity resources 
to the public. 

To promote cybersecurity education, 
and to provide a comprehensive 
resource for the Nation, NICE developed 
the Cybersecurity Training and 
Education Catalog. The Cybersecurity 
Training and Education Catalog will be 
hosted on the NICCS Portal. Both 
Training Course and Certification 
information will be stored in the 
Training Catalog. Note: Any information 
received from the public in support of 
the NICCS Portal and Cybersecurity 
Training and Education Catalog is 
completely voluntary. Organizations 
and individuals who do not provide 
information can still utilize the NICCS 
Portal and Cybersecurity Training and 
Education Catalog without restriction or 
penalty. An organization or individual 
who wants their information removed 
from the NICCS Portal and/or 
Cybersecurity Training and Education 
Catalog can email the NICCS 
Supervisory Office (SO). 

Department of Homeland Security 
(DHS) Cybersecurity Education Office 
(CEO) intends for the collected 
information from the NICCS 
Cybersecurity Training Course Form 
and the NICCS Cybersecurity 
Certification Form to be displayed on a 
publicly accessible Web site called the 
National Initiative for Cybersecurity 
Careers and Studies (NICCS) Portal 
(http://niccs.us-cert.gov/). Collected 
information from the NICCS 
Cybersecurity Training Course Form 
and the NICCS Cybersecurity 
Certification Form will be included in 
the Cybersecurity Training and 
Education Catalog. Both sets of 
information will be made available to 
the public to support the National 
Initiative for Cybersecurity Education 
(NICE) mission and the Comprehensive 
National Cybersecurity Initiative 
(CNCI)—Initiative 8: Expand Cyber 
Education. 

The DHS CEO NICCS Supervisory 
Office will use information collected 
from the NICCS Vetting Criteria Form to 
primarily manage communications with 
the training providers; this collected 
information will not be shared with the 
public and is intended for internal use 
only. Additionally, this information will 
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